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|  | **«Утверждаю»**  директор МБОУ СОШ №58  \_\_\_\_\_\_\_\_\_\_\_\_\_\_Д.О.Филяев  \_\_\_\_сентябрь 2020 г |

**План мероприятий по обеспечению защиты детей от информации, наносящей вред их здоровью, нравственному и духовному развитию на 2020-2021 учебный год.**

|  |  |  |  |
| --- | --- | --- | --- |
| **№** | **Наименование мероприятия** | **Сроки проведения** | **Ответственные за выполнение** |
| 1. **Создание организационно-правовых механизмов защиты детей от распространения информации, причиняющей вред их здоровью и развитию** | | | |
| 1.1 | Знакомство участников образовательного процесса с нормативно-правовыми аспектами по обеспечению информационной безопасности.   * Федеральный закон от 29.12.2010 №436-ФЗ «О защите детей от информациии, причиняющей вред их здоровью и развитию», * Федеральный закон от 27.07.2006 №149-ФЗ «Об информации, информационных технологиях и о защите информации», * Информирование работников ОУ, обучающихся их родителей (законных представителей) об ответственности за нарушение требований законодательства РФ и организационно-распорядительных документов ОУ по вопросам обеспечения информационной безопасности обучающихся в сети Интернет. * Ознакомление с сайтом в сети Интернет, включенными в Реестр безопасных образовательных сайтов. * Ознакомление родителей (законных представителей) с нормативно-правовыми актами РФ по обеспечению информационной безопасности и информационной доступности. * Информирование родителей (законных представителей) обучающихся о существующих угрозах в сети Интернет, о методах и способах защиты детей от информации, причиняющей вред здоровью и развитию детей. | В течение учебного года | Зам.директора по УВР, ВР, учителя информатики, педагоги, классные руководители |
| 1.2 | Приведение в актуальное состояние локальных регламентирующих актов по вопросам информационной безопасности и информационной доступности:   * Правила использование сети Интернет в ОУ. * Классификатор информации, распространение которой запрещено либо ограничено в образовательных организациях в соответствии с законодательством Российской федерации; * Регламент работы сотрудников в сети Интернет; * Правила использования электронной почты; * Регламент работы по обеспечению антивирусной безопасности компьютеров. | сентябрь | Директор, зам.директора по УВР,ВР. |
| 1.3 | Прохождение педагогическими и иными работниками школы повышения квалификации на сайте [www.единыйурок.рф](http://www.единыйурок.рф) по напрпавлению «Безопасное использование сайтов в сети Интернет в образовательном процессе в целях обучения и воспитания обучающихся в образовательной организации» | По мере необходимости | Зам. Директора по УВР, ВР, педагоги |
| 1.4 | Участие в конференциях, семинарах по контентной фильтрации и защите информации. | В течение учебного года | Зам.директора по УВР, ВР, педагоги |
| 1.5 | Обеспечить полное исключение доступа обучающихся к ресурсам сети Интернет в школе. | постоянно | Зам.директора по УВР,ВР, педагоги |
| 1.6 | Проведение периодического контроля проведения работы по обеспечению информационной безопасности обучающихся, контроля работы официального сайта школы. | 1 раз в квартал | Зам директора по УВР,ВР, администратор школьного сайта |
| 1. **Внедрение систем исключения доступа к информации, несовместимой с задачами образования и воспитания** | | | |
| 2.1 | Проверка работоспособности и обеспечение бесперебойного функционирования контентной фильтрации | Не реже 1 раза в месяц | Организация обслуживающая ОУ |
| 2.2 | Организация и контроль парольной защиты ПК в учреждении | В течении учебного года | Организация обслуживающая ОУ |
| 1. **Профилактика у детей и подростков интернет-зависимости и правонарушений с использованием информационно-телекоммуникационных технологий, формирование у несовершеннолетних навыков ответственного и безопасного поведения в современной информационно- телекоммуникационной среде.** | | | |
| 3.1 | Проведение профилактических мероприятий, посвященных вопросам информационной безопасности несовершеннолетних «Интернет дает совет», (единого урока по безопасности в сети Интернет, недели безопасности, анкетирования обучающихся, проведение инструктажей ТБ, проведение акций), с целью обеспечения комплексной безопасности в образовательном процессе | В течение учебного года | Учителя ИКТ, педагоги, социальный педагог, педагог-психолог, классные руководители |
| 3.2 | Освещение вопросов на родительских собраниях «Как защитить ребенка от негативной информации в СМИ и Интернете», рекомендовать использование на домашних компьютерах программного обеспечения для осуществления родительского контроля и ограничения детей в сети нежелательного контента. Проведение консультаций «Использование мобильных устройств в школе», анкетирование родителей (законных представителей). | В течение учебного года | Педагоги, социальный педагог, педагог-психолог, классные руководители. |
| 1. **Информационное просвещение граждан о возможности защиты детей от информации причиняющей вред их здоровью и развитию.** | | | |
| 4.1 | Включение в повестку совещаний педагогических работников, родительских собраний, вопросов обеспечения информационной безопасности детей при использовании ресурсов сети Интернет, профилактики у детей и подростков интернет-зависимости, игровой зависимости и правонарушений с использованием информационно-телекоммуникационных технологий, формирование у несовершеннолетних навыков ответственного и безопасного поведения в современной информационно-те коммуникационной среде. | В течение учебного года | Директор, зам.директора по УВР, ВР. |
| 4.2 | Поддержание в актуальном состоянии, регулярное обновление разделов официального сайта, стендов, освещающих вопросы обеспечения информационной безопасности детей при использовании ресурсов сети Интернет | Постоянно | Администратор школьного сайта, социальный педагог. |